📱Мошенничество через QR-коды.

❗ С развитием бесконтактных платежей и цифровых технологий, злоумышленники стали активно использовать поддельные QR-коды.

Например, мошенники могут подменить QR-код, и вместо оплаты услуги деньги уйдут на счет преступников, - рассказал член комитета Госдумы по информполитике Антон Немкин.

❗ Также мошенники могут отправлять поддельные QR-коды по электронной почте или через мессенджеры, предлагая перейти по ссылке для получения "выигрыша" или скидки.

❗ Пользователь, сканируя такой код, попадает на фишинговый сайт, где его данные могут быть украдены.

Будьте бдительны!

ОМВД России по Костромскому району.

Источник: Киберполиция России.